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Thank you for purchasing our product. If there are any questions, or requests, please
do not hesitate to contact the dealer.

This manual applies to DS-2CD802/812/892PF(NF)(-E)(-W), DS-2CD832F(-E),
DS-2CD802/812/892P(N)-IR1(IR3)(IR5), DS-2CD702/712/792PF(NF)(-E), DS-2CD732F(-E)
series Network Camera

This manual may contain several technical incorrect places or printing errors, and the
content is subject to change without notice. The updates will be added to the new
version of this manual. We will readily improve or update the products or procedures
described in the manual.

DISCLAIMER STATEMENT

“Underwriters Laboratories Inc. (“UL”) has not tested the performance or reliability of
the security or signaling aspects of this product. UL has only tested for fire, shock or
casualty hazards as outlined in Uls Standard(s) for Safety, UL60950-1. UL
Certification does not cover the performance or reliability of the security or signaling
aspects of this product. UL MAKES NO REPRESENTATIONS, WARRANTIES OR
CERTIFICATIONS WHATSOEVER REGARDING THE PERFORMANCE OR RELIABILITY OF
ANY SECURITY OR SIGNALING RELATED FUNCTIONS OF THIS PRODUCT
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Safety Instruction

These instructions are intended to ensure that the user can use the product correctly to avoid
danger or property loss.

The precaution measure is divided into “Warnings’ and ‘Cautions’:
Warnings: Serious injury or death may be caused if any of these warnings are neglected.

Cautions: Injury or equipment damage may be caused if any of these cautions are neglected.

A\ A

Warnings Follow these safeguards to | Cautions Follow these precautions to
prevent serious injury or death. prevent potential injury or material

damage.
A Warnings

1. In the use of the product, you must strictly comply with the electrical safety regulations of the
nation and region.

2. Source with AC 24V or DC 12V according to the IEC60950—1 standard. Please refer to technical

specifications for more details.

3. Do not connect several devices to one power adapter as an adapter overload may cause
over-heating and can be a fire hazard.

4. Please make sure that the plug is firmly inserted into the power socket.
5. When the product is installed on a wall or ceiling, the device should be firmly fixed.

6. If smoke, odor, or noise rise from the device, turn off the power at once and unplug the power
cable, then contact the service center.

7. If the product does not work properly, please contact your dealer or the nearest service center.
Never attempt to disassemble the camera yourself. (We shall not assume any responsibility for
problems caused by unauthorized repair or maintenance.)
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A Notice:

1.
2.

10.

Make sure the power supply voltage is correct before using the camera.

Do not drop the camera or subject it to physical shock.

Do not touch CCD (Charge Coupled Device) modules with fingers. If cleaning is necessary, use a
clean cloth with a bit of ethanol and wipe it gently. If the camera will not be used for an
extended period of time, put on the lens cap to protect the CCD from dirt.

Do not aim the camera at the sun or extra bright places. A blooming or smear may occur
otherwise (which is not a malfunction however), and affecting the endurance of CCD at the
same time.

The CCD may be burned out by a laser beam, so when any laser equipment is being used, make
sure that the surface of the CCD will not be exposed to the laser beam.

Do not place the camera in extremely hot or cold temperatures (the operating temperature
should be between -10°C ~ +60°C), dusty or damp locations, and do not expose it to high
electromagnetic radiation.

To avoid heat accumulation, good ventilation is required for a proper operating environment.
Keep the camera away from liquids.

While shipping, the camera should be packed in its original packing, or packing of the same
texture.

Regular part replacement: a few parts (e.g. electrolytic capacitor) of the equipment should be
replaced regularly according to their average life time. The average time varies because of
differences between operating environment and usage history, so regular checking is

recommended for all users. Please contact with your dealer for more details.
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Chapter 1 Introduction

Network camera is a kind of embedded digital surveillance product that combines the features

of both traditional analog camera and net DVS (Digital Video Server). Due to the embedded Linux
operation system and the latest Davinci hardware platform of T, the system operates with high
scheduling efficiency. Furthermore, the firmware is burned in the flash, which makes the product
small, reliable and highly stable.

1.1 Network camera Functions and Features

¢
*

Functions:

Network Function :support the TCP/IP protocols(TCP/IP,HTTP,DHCP,DNS,RTSP RTCP,PPPOE,
Furthermore,FTP,SMTP,NTP,SNMP addible),and IE browsing.

Heartbeat Function: The server can acquire real time operating performance of the network
camera through the heartbeat function.

Alarm Function: The product includes 1 channel of alarm signal input and 1 channel of alarm
on/off output, and supports motion detection, video missing, mask alarm and external alarm
input.(Get details in Specification)

Voice Talking: Support bidirectional voice talking and monomial voice broadcasting.

User Management: Support multilevel right management. The administrator can create up to
15 separate users with different right levels, which highly improves the system security.

Compression Functions:

*

*

Support 1 channel video signal and 25fps in Pal (704 x 576) ,30fps in NTSC (704 x 480) real time
H.264 video Encoding standard compression, which supports both variable bit rate and variable
frame rate; besides, you can self-define both the video quality and its compressed bit rate.
Support resolution of 4CIF (PAL:704 x 576, NTSC:704 x 480), DCIF (PAL:528 x 384, NTSC:528 x
320), 2CIF (PAL:704 x 288, NTSC:704 x 240), CIF (PAL:352 x 288, NTSC:352 x 240),QCIF (PAL:176
x 144, NTSC:176 x 120).

Remote Control:

* 46 S0

The product offers a 10M/100M self-adaptive Ethernet interface.

Support TCP / IP, HTTP, DNS, RTP / RTCP, PPPoE protocols.

Set the parameters, browse real time videos or check the camera performance through
software or IE, and get external alarming and store the compressed bit rate through network.
Support remote upgrades and maintenance.

RS-485 supports monomial transparent channel function so that clients on remote PC can
control the serial devices.

Support NAS storage.
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1.2 Applications

This camera is ideal for remote control network applications. E.g.:
Network surveillance for ATM, bank counters, supermarkets and factories.
Remote surveillance for nursing homes, kindergartens and schools.

Al janitors.

Al building/district management systems.

Self-service systems of power plants.

Outdoor monitoring systems for bridges, tunnels and crossroad traffic.
Pipelining and warehouse monitoring.

24-hour monitoring for road traffic.

Remote monitoring of forest and water resources.

10 Surveillance for airdrome, railway station, bus stop etc.

© PNV AW R
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Chapter 2 Installation

Notes:
1. Please check if all the items on the package list have been included with your camera.
Read the following contents carefully before the installation.
Make sure that all the related equipment is power-off during the installation.
Check the power supply to prevent any damage caused by mismatching problems.
If the product does not operate properly, please contact your dealer or the nearest service
center. Never attempt to disassemble the camera yourself. Users are responsible for any
problem caused by modification or repairing without authorization.

vk wnN

2.1 Panels Description

2.1.1 Side Elevation of the Camera

HETWOEE CAMEER

Lens
@ Interface

'CD Focus

Adjusting

Fig 2.1.1 Side Elevation of DS-2CD832F(-E) network camera

i1y Iris Lens Plug
|

HETWORE CAMEFRA

Lens
|@ Interface

@ Focus
Videao (] Adjusting
1 | Power | Damp-
2 | NC Damp+
2 | Videao Driver+
4 | GND Driver -

Fig 2.1.2 Side Elevation of DS-2CD802, DS-2CD812, DS-2CD892 series camera
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over

Lens

Transparent Cover

Fig 2.1.3 Side Elevation of DS-2CD702,DS-2CD712,DS-2CD732,DS-2CD792 series camera

2.1.2 Rear Panel Description

ATAEM  E5-435

I |
@ 5D ®

Fig. 2.1.4 Rear Panel of DS-2CD832F(-E)

1. Standard Ethernet (UTP) RJ45 (10M/100M self-adaptive).

2. 1 channel voice talk input,3.5mm audio interface, 2.0~2.4Vp-p, 1kQ.

3. 1 channel voice talk output, 3.5mm audio interface, electric line level, 600Q.

4. 1 channel alarm output (1A 1B). 1 channel alarm input signal (IN,G). RS-485 bus interface
(T+ T).

5. SD card slot (Support SDHC ).
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6. Power supply interface of 12VDC, +10%.

1

]

® 1
-
, _ I OuT

B

Fig. 2.1.5 Rear Panel of DS-2CD802, DS-2CD812 , DS-2CD892 series

1. Standard Ethernet (UTP) RJ45 (10M/100M self-adaptive).

2. 1 channel voice talk input,3.5mm audio interface, 2.0~2.4Vp-p, 1kQ.

3. 1 channel voice talk output, 3.5mm audio interface, electric line level, 600Q.

4. BLC, Al, AES dial switch.

5. GND.

6. VD( Video Drive), DD(Direct current Drive).

7.Video Output port.

8. SD card slot.

9. alarm output (1A 1B); RS-485 bus interface (T+ T-) ; Alarm input signal (IN,G).
10. Power supply interface of 12VDC, +10%.
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Iﬁﬂ) +13W IH_ADur GHD

U de W b L

Anolog video oufput CBNC)
Power lamp
Address& protocols dial switch

Internet Interface

Power, voice input& output, alarm
input& output and R5-485

Fig. 2.1.7 Rear Panel of DS-2CD702, DS-2CD712, DS-2CD732, DS-2CD792 series

Address& protocols dial switch, define for dial switch: m, from 1 to 5 dial switch

function as follows:

Switch Function ON OFF
1 SHARP SOFT
2 AES Al

3 BLC OFF
4 FL ON

5 NAGC SAGC

Notices: There are invalid dial switches for DS-2CD702, DS-2CD712, DS-2CD792, DS-2CD732 series

from 6 to 10;
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Fig 2.1.8 Rear Panel of DS-2CD802/812/892P-IR1/3/5 series camera

1. A means UTP interface;

2. B means voice input interface;

3. C means voice output interface;

4. D means, T+,T- means RS-485 interface; G, IN means alarm input interface; 1A,1B means alarm
output interface;

5. E means BNC video output interface;

6. F means power supply input interface;

2.2 Product Installation

2.2.1 Box camera Installation

Box camera can be fixed in both metope and ceiling. Customers can choose whichever way
according to their specific needs. Please follow the steps below:(Take fixing in ceiling as an example,
fixing in metope follows the same rule).Choose the fixing method and fix the camera bracket
accordingly. If it is metope, then you need to fix the expand bolt (note: the mounting hole of the
expand bolt should align with the bracket) before fixing the bracket. If the wall surface is wooden,
the first step can be ignored and you can use the self-tapping screw to directly fix the bracket.
Please note that the metope on which the camera is fixed should be able to bear at least three
times the weight of the bracket and the camera.

Fig 2.2.1 Fix Ceiling Bracket Fig 2.2.2 Fix Camera
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Fig 2.2.3 Fix Lens

2.2.2 Dome camera Installation

Dome camera can be installed include hold equipment, ceiling mounted, cylinders and other styles.
Client can be installed in accordance with their own ways to achieve the installation.Please
according the following specific steps to install (take ceiling mounted as example), when the wall is
wood, use the self-tapping screws to fix the ceiling plate to the wall surface.

Fix slot

Fig 2.2.4 Fix card Fig 2.2.5 Fix in Ceiling

Take the three columns of Dome camera insert in the three fix slot of the ceiling plate. Pay attention
to the direction of insertion. Let the ceiling plate “I” logo and the Dome camera “1” logo in the same
direction. Meanwhile, make the Dome camera along the counterclockwise Rotate 15 degrees until
the switch to the fixed date. At the same time, the “I” signs on the Dome camera and the locking
screw on the ceiling plate is alignment. Then screw down the locking screw on the Ceiling plate.
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lock the nut

Installation columniation

Fig 2.2.6 Dome camera fixing Fig 2.2.7 Dome camera fixed

2.2.3 Topological graph of network camera

Take DS-2CD802/812/892PF-E series for example:

& ) _ & Input *© |
")
_ AIF  ADUT .
TP = iler
p— Dg =
PR(o | | nin '—_|_ .
=k — 1 = [
pcizv 1416 [H]s 141 “"ﬂ"rnlzlmj Q
ALARM | RE-485 Monitor Display
| | (e
=31} )

486 Control

®
| Alarm Out i

Alarm In

Fig 2.2.11 Topological Graph of Network Camera

Physical Interface Connection

Connect to network devices, such as switch , HUB, etc. Please
UTP Network Interface ) ) L
refer to Appendix B for pin Definition.
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Audio Input (AIN)

Connect to audio input devices such as active tone (2.0~
2.4Vp-p, 1kQ)

Audio Output (AOUT)

Connect to sounders like loudhailer 600Q.

Power Supply (DC12V)

Please refer to the appendix for specified types. Please use a
matched regulator.

Alarm Output (1A 1B)

1 channel alarm out. Please refer to Section 2.3.2 for
connecting instructions. (external series-wound power shall be
under 12V DC / 30mA)

Alarm Input (ING)

1 channel alarm in.

RS-485 Interface (T+T-)

Connect to RS-485 devices like PTZ.

SD card slot

Insert an SD card for local storage.

Video Output (VOUT)

Standard BNC, connect to monitor.

Notice:
e 447" Network Camera ]
; . GND  Output TJQC~3FG Relay
A (104 2BOVAC)
—y D¢ 12V :
/HJ— & 20mb 200V AC
o —— 14 Power |
1B
i1} |O ; 1B Live Wire Zero Wire
b | |
Left Right

Fig 2.1.12 Alarm output
The alarm output is an on/off output that requires external power supply on connection. The
external power supply shall be 12V DC/30mA, or use AC with external relays. Equipment damage or
electric shock may cause if without relays.

2.3 Client Software Installation

Note:

It is recommended that user’s computer adopted INTEL P3, P4, C4, Core4 CPU, and well-known
brands (Asus, Gigabyte, MSI, ECS, and INTEL etc.) Intel chipset motherboard, to ensure the stability
of the system. Tested the following models of the current graphics cards support the software
installed,ATIRadeonX1650,X1600,X1550,X1300,X800,X600,X550,HD2400,HD2600,NVIDIA  GeForce
8600GT,8500GT,8400GS,7600,7300LE,6600LE,6200LE,INTEL915/945G, pay attention to graphics
driver must support hardware scaling function.

Stepl: Double click ‘Client software 4000 (v2.0)" in the Windows Operating System. The ‘Preparing

Setup’ dialog box will pop up as Fig.2.3.1automatically;

10



User Manual of Network Camera

11

Client software{¥4.0) - Installshield Wizard = 0] =l

Preparing Setup

Pleaze wait while the InstallShield Wizard prepares the zetup.

Client software(v4.0] Setup 1z prepanng the InstallShield Wizard, which will guide you through
the rest of the zetup procezs. Please wait,

Irstall S hield

Cancel

Fig.2.3.1 Client Software Installation
Step2: Input “User Name”, “Company Name”;

Client software{v4.0) - InstallShield Wizard .

Customer Information

Please enter your infarmation.

Flease enter your name and the name of the campany for which you work.

User Mame:

Company MName:

|tztallShisld

< Back | Mest > I Cancel |

Fig.2.3.2 Customer Information
Step3: Select the destination folder and click ‘Next’ to go to the next step.

11
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Client software{v4.0) - InstallShield Wizard

Ready to Insztall the Program

The wizard iz ready to begin inztallation,

Click Install to begin the installation,
If wou want ko review or change any of your installation zettings., click Back. Click Cancel to exit
the wizard.
InstallShield
< Back S Thstall T Cancel

Fig2.3.3 Ready to Install the Program
Step4: Click ‘Install’ to start installation till finish the installation;

Client software(¥4.0) - Installshield Wizard

InstallShield Wizard Complete

The Installs bield *wizard has zuccessfully installed Chent
softwarelv4.0). Click Finigh to exit the wizard.

T Rnsh T Cancel

< Back

Fig2.3.4 Installation Complete
Click the ‘Finish’ button to close the dialog box.

After the client software has been installed, you can find the remote client software through “Start”
-> “Programs” on your PC.

2.4 Special Client Software Installation for Wireless camera

Stepl: Double click “Client software (v4.01)” under Windows Operating System. The “Preparing
Setup” dialog box will pop up as Fig.2.4.1 and go to Fig2.4.2 automatically.

12
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Client software(v4.01) - InstallShield Wizard

Prepanng Setup
Please wait while the InstallShesld Wizard prepares the setup.

Client zoftware]w4.01] Setup iz preparing the InstallShield Wizard, which will quide you through
the rest of the setup process, Flease wait,

I T e T

Fig.2.4.1 Client Software Installation

Client softwara(v4.01) - InstallShield Wizard

License Agreement

Flease read the following license agreement carefully.

To display your license agreement, replace the License td file currently located in the
Language Independarit folder of the Setup Files pane,

MOTE: The text in your icense file should contain hard refurne after lines with more than
1.024 characters.

(%) | accapt the terms of the licanse agiesment
)| do naot accept the terms of the license ageement

[ < Back " Hent > ][ Cancel }

Fig.2.4.2 License Agreement

Step2: Enable the option “I accept the terms of the license agreement” and click the “Next” button
to go to the next step as Fig.2.4.3.

13
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Client software({v4.0) - InstallShield YWizard

Customer |nformation
Flease enter wour infcimaticon.

Pleaze anter pour name and the name of e compangy for which pou waork.

Llser Manme:

Company Name:
|h

[stalisheeld

<Back [ Met> | cancel |

Fig.2.4.3 Customer Information

Step3: Input “User Name”, “Company Name” and click “Next” to go to the next step.

Setup Type
Select the selup tupe that besl suits pour nesds.

Pleaze zelect a zetup yps,

{#) Complete
F All program festures will be installed, [Reguires the most dizk spaca.]

-

{7 Custom
Select which program features vou want inztalled. Recommendad for
atlvanced users.
Destination Folder

C-\Program Files\Client Softwarelv4.01)

netalia fesld

| <Back || Mest> | | Cancel |

Fig.2.4.4 Destination Folder

Step4: Select the destination folder and click “Next” to go to the next step.

14
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Client software(v4.01) - InstallShield Wizard

Ready to Install the Program
The wizard is ready to bagin nstallation,

Click Inztall to begin the instalation
1F pou want 1o e or change arng of pour instalabon settings, chok Back. Click Canced to st
this wizard,
ristalls hisld
| <Back | nstal | [ Cancel |

Fig2.4.5 Ready to Install the Program

Step5: Click “Install” to start installation shown as Fig2.4.6.

Client software(v4.01) - InstaliShield Wizard
Setup Status

Client zoftware[v4.01 ] iz configuing pour nev sodbware installalion.

Instaling
C:'\FProgram FileshClient Saltwarely'd. 01 [\tmglay.dil

[T T ]

ristals el

Fig2.4.6 Install Process

Step6: After finishing the installation, the installation completed dialog box will popup as Fig.2.4.7.

15
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Client software(v4.01) - InstallShield Wizard

InstallShield Wizard Complete

The InstallShield ‘Wizard has successhully installed Chent
softwarefed. 07), Chzk Finish to exit the wizard

. Back Cancel

Fig2.4.7 Installation Complete
Click the “Finish” button to close the dialog box.

After the client software being installed, you can find the remote client software through “Start”
-> “Program” on your PC

16
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Chapter 3 Parameter Configuration

There are several network parameters of the camera which need to be set after the hardware
installation. Those parameters including IP address, subnet mask and port number, etc. can be set
through various kinds of methods, 2 of which are introduced as below.

1. Set the camera parameters via IE.

2. Set the camera parameters through the client software.

Please make sure that the PC and network camera are connected and can ping successfully before

the parameter setting.
3.1 Network Camera access model overview

3.1.1 Wireless Network (Only “-w” series support)

Type 1: Point to Point Cennect Model
In this model, the camera is connected to the PC on wireless network directly.

} wireless notebook computer
wireless camera

Fig 3.1.1 Point to Point connection

Type 2: Integrated connection
In this model, the camera is connected to the wireless access point.

17
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(t9)

wireles= access point

wireless camera wireless notebook computer

Fig 3.1.2 Connection through wireless access point

3.1.2 Wired network

There are two ways of connecting between IPC and PC as below:

Cross Line =m
[PC e
Fig. 3.1.3 Cross Line Connection
Router
‘ % ) |44
Direct Line Direct Line et

Fig. 3.1.4 Direct Line Connection

3.2 Visit Network Camera in LAN

Before visiting network camera, user should detect its IP address. SADP is a tool software which can
automatically detect hikvision’s network device in the LAN and give the device’s information like IP

address, mask, port number, device serial number, software version and so on.

18
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[ sap x|
S et Doy || L
002 SERIES 1320.7.15 5000 D57104H01 20071224 D56 104 EO020070824BCCH1T
003 SERIES 1920.7.51 5000 D57204H01 2007113 ersion
004 SERIES 132.0.2.50 5000 e
005 SERIES 1320.257 5000 D57204H01 20070825
00 SERIES 132.0.7.202 5000 D52-DF1-613002007C subnet mask
007 SERIES 192.0.4.85 5000 DS5101HFO02007072 ee om0 O
008 SERIES 132.0.1.179 5000 D52-DF1-613002007C
003 SERIES 192.0.7.23 5000 D57204H01 2007030z IP address
1592.0.7.39 D567 ()4 : 192 o . 7 . @
011 SERIES 132.0.4.237 5000 D55102HF-A0020071
012 SERIES 1920.7.2 5000 DSBA04HC-AI20070 e
013 SERIES 132.0.1.89 5000 DS5102HF002007101 E—
014 SERIES 192.0.7.243 5000 D52-DF1-6130020071
015 SERIES 132.0.2.59 5000 DSE10THF-A0020070 MAC Addiess
016 SERIES 132.0.3.214 5000 D52C0852F00Z00712
017 SERIES 13203211 5000 D52C0852F00200707 e e io
018 SERIES 192.0.0.64 5000 D52C0852F00Z00712 R n
13 SERIES 1592.0.1.101 000 DSE104HCO0200703;__| FiRase NPLE passwar
020 SERIES 132.0.6.220 5000 DS7108H1 20071 226
021 SERIES 192.0.7.200 8000 DSE104HCI-5D00200
022 SERIES 192.0.3.57 £000 D36104HCO0Z00703: modiy | cencel | save |
023 SERIES 192.0.3.206 8000 D52C0852F 0200705
024 SERIES 192.0.7.192 5000 D52-DF1-6130020071
025 SERIES 192.0.7.135 8000 DSE10THFO020071711 P —

026 SERIES 192.168.6.29 5000 DS2C0802PFO020071

027 SERIES 192.0.7.253 8000 e Y 4 |

028 SERIES 132.0.4.38 8000 DSA01BHCO22007121

uzls SERIES 1320.?.1I55 8000 DS7104HIT 200712177

4 L4

I Exit |
Fig. 3.2.1

Select the device, and set its IP address and mask at the same network segment with the PC.
The detailed introduction of SADP, please refer to Appendix 1.

3.3 Configuration via Web browser

Before visit the camera via web browser, user should adjust security level. Open the web browser,
and enter the menu “Tool/ internet option/Security/Custom level”, then set the security level to
Security Level —Low, or enable ActiveX Control and the Plug-in directly. Figure 3.3.1 gives you a

visual illustration. After you can see the camera video, recover the security level for security.

19



User Manual of Network Camera

2]

| General | Security | Privacy || Content || Connections || Programs || Mvanced|

Select a Web content zone to specify its security settings.

® € 0 @

Intemet Localintranet  Trusted sites  Restricted
sites

Internet

Thiz zone containg all Web sites you
havent placed in other zones

(5]
=
[}
o

Security level for this zone

Custom

Custom settings.
- To change the settings, click Custom Level.
- To use the recommended settings, click Default Level.

@D | Defaut Level |

[ ok [ cancel ]| ooy

SECILISELENES) ﬂ].

Settings:

() Disable A

i

(7 Prompt

@ Run ActiveX controls and plug-ins EJ
() Administrator approved
() Disable

D Enble

() Prompt

@ Downloads
[P T P R T SOl R . [N (CRSOEEN e (8 _l

T E— %]

Reset custom settings

_—— VI

i oK i[ Cancel ]

Fig. 3.3.1 Set the Security Level
The default IP of the camera is 192.0.0.64 with 8000 as the default port, admin as the administrator,
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and 12345 as the password. The administrator can create up to 15 separate operators with different
right levels.

To login the camera through IE, input the IP address in the address column, and the “Login” dialog
box will pop-up as Fig. 3.3.2. Input your user name and password, and then click “Login” to enter
the “preview” page. Double click the “Camera 01” channel or “Preview” button to preview the
video as Figure 3.3.3. Right click the “Camera 01” channel, and the “Main Stream”, “Sub Stream”
and “Open sound” options will popup. Select the Open sound option if you connect a pickup to the

camera.

Username: ||
Password:
Port 8000

! O [ w4

Fig. 3.3.2 Login Interface

Fig 3.3.3 Preview Interface

The “Playback” and “Log” functions can be used only in the condition of existing SD card. To set the
camera parameters through IE browser, click “Config” and wait for the “Remote Parameters Config”
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dialog box to pop up, and then set the parameters like IP address, etc. for your demand.

Enter the menu by invoking the 95" preset. Select the function you want by clicking the direction
key. Click the IRIS+ button you can enter the submenu. The menu operation is like the remote
control.

Note: If plug the SD card into the camera, user should enter the “config” and select “other
function” to format the SD card.

For more specific information of “Remote Parameters Config”, please refer to “Instructions of Client
Software (version 4.01)” from Section 2.5.3 of remote-distance parameter settings. Instructions can
be found in the client software4.01 in the path of “Start®> “Program”—> “client software 4.01”

after installation.

DWSR Para. | 458 Chan Para. | =0 Serial Para. | & alarm Para, | &8 User| 3 Other |

DWSR parameters information
DVSHR Mame [netwark, camera Cucle Fecord [ves ~1
Device 1D EE] Use Scale [unUse |
Charnnel Mumber 7 HOD Humber [o
Alarmin Murmnber [4 AlarmOut Murmber [z
DWSH Type | =1
Serial Mumber [DSE101HF-IFODZ007051 9B CCH 004000055 CU

DWSR net parameters information
MNIC Type [10MA 00k 20TO =] MAC Address [00:40:30:Fcicd07
DWSH IP |13z, 0o . 0 . 5 Port |z000
Subnet Mask | 285 285 248 0O Gateway I[P [ o o . o0 . o
DHS IF IREE 1 13 tulticast 1P | o o . o .0
FManage Host IF IREE 1 13 tdanage Host Fort [7zo0
Use PPPoE [URUze 1 PPPoE 1P [
FPPFoE User | PPFoE Password |
MAS Host IP | o .o . o0 .o M&S Directon |
HTTP Part |20

DWSH wersion information
Softmareversion [“2.0 build 070427 Hardware™/ ersion ]
DSP “Wersion |~ 4.0 build 070411 FrontPanel Wersion [

Restore | Reboot | Save | E xit

Fig. 3.3.4 Remote Parameters Configuration

3.4 Configuration via Client Software

After the installation of client software-4000(v2.0), there is a short-cut icon named “Client
Software-4000(v2.0)” on computer’s desktop. Please double click client software icon, a message
box of “Register Administrator” as Fig. 3-4-1 will appear the first time running. Password should be
more than 6 digits for registration.

Note: Please keep the user name and password in mind .You will not be able to get access the

software without the proper login information.
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—Fleaze register one administrater
ddministrator I
Login I
Yerify I
[ Begister ] [ Cancel ]

Fig.3.4.1 Register Administrator

Enter the registered user name and password as Fig. 3.4.2. Click “Login” to enter the “Preview”

menu as Fig. 3.4.3.

x|

& User name: Il

_|Passw-:nr-:1: I

[ Madi frr ] [ Login ] [ Cancel

Fig. 3.4.2 User Login

IP Video SurveBance

Switch Praview= Pleytacks  Configure Log

Fig. 3.4.3 Preview Menu
Click the “Configure” button in Fig. 3.4.4, and then right click the blank white space. Click the “Add

Area” button, and the “Add Area” message will pop up.
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IP Video Survellance

Switch Preview=  Playback-  Configure Log

[Fight-caek i ehooes Tie i e 530 S e, 400 Ot

Adahrws E

Utar Management

i1

Herdware Docode

Fig. 3.4.4 Add Area

IP Video Survellance

Switch Praview~ Playback- Configurs Log

Sotwaie Corbquston

| &
Fiacarties Fostars

AreaPiase

Usoes dewa Hame

Fig. 3.4.5 Add Area Properties

Input the area name (you can create whatever name you like) and click “OK” as Fig. 3.4.6. Then right

click the area you have just created as Fig. 3.4.7.
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IP Video Survellance

Switch Preview=  Playback=  Configure

B L

Pty Femum

I

Fig. 3.4.6 Area Name Adding Completed

IP Video Survellance

Switch Previews  Playback-  Configure

sconteg Feataw
Al Link,
—_ 2
== Usar Mongement
g
Hawitwnns D i

Fig. 3.4.7 Right Click the Area Name

Click “Add Device”, and the “Add Device” dialog box will pop up as Fig. 3.4.8. Input your “Device
Name”. Select “Normal” from “Register” option. Input your camera IP in “Device IP”, e.g. 192.0.0.64;
“User Name”: admin, “Password”: 12345, and 8000 for the default “Port”, and then modify
“Channel” to 1. Click the “OK” button as Fig. 3.4.8.
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IP Video Survedlance

Switch Praview = Playback-  Configure

Chren Mnnagmimsnt
-
ol
Sotwers Cordgureton

o

Flacoeing Fashin

Add Device &

Fig. 3.4.8 Add Device

IF Video Surveilance

Logia User jarstenge

Switch Praview= Playback-  Configurs
= wid divice Group
e : == r
+ o [ Dirvice Managemar

-

Gemenis Cosfiguistion

£

Fncordeg Fustun

=

L Monagment

-

Haighuars Docads

iEHE I

Fig.3.4.9 Camera Adding Completed

Click the “Preview” button to enter the “Preview” menu as Fig. 3-4-10. Double click the channel

name in the left tree to preview the camera feed.
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IP Video Survedlance

Preview=  Plmybacke  Configure

Login Lsarjuretengn

/

Double click the channel

Fig.3.4.10 Preview Menu
Please refer to “Client Software-4000(v2.0) _ENG.pdf” for a more detailed parameters configuration.
You can find the document in the PC Operating System after the installation of client software 4000

v. 2.0 by selecting “Start”-> “All Programs”-> “client software 4000 v. 2.0”".

IP Video Surveillance

Switeh Preview=  Playbacke  Configure
RigH-Ciitk o chacee ihi sdd area, 88 sinesm mudis, 300 dmac Groug_
B 1 =0
+ €8 Haknsion D Monagemant
-
thwiarm Configeent
Remote Farameters Configuration ..,?
. - Focantiing Fisshu
et Parsenoters |
Device Namng: | Emibedded IF CAMER L
Adnren Link
DasicaNo: |00 ”
Futord ggtsce. Ve "
: ikin
Enatiin szaint;  [Mo Ligis Managemont
Enible scatel. |
Dimice Tene: | WEGA_PCAN 4 /]
—_— Hoswars Ducous
Channg! Numoer: |1

HOD Hureser: [0
Ame inp b [ 1
Mas Outout s [T

Dimcu Bemii . | DEICDTSINF-E00F00804038CYWR 00,

< »
oofaun_| | Anboot | | cae Cancel |

Fig.3.4.11 Remote Configuration
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3.5 Wireless Network Camera Access

[Notice] The following message only introduces the —W series wireless IP camera. Take the IE
Browser Access for example.

Before configure parameters of the wireless IP camera, you should set the wireless router. The
following example is TP-LINK. Firstly configure the ‘network parameter’ of the ‘LAN setting’ and
‘WAN setting’ in the wireless router’s management page. Enter the ‘Wireless Parameter’, and set
the ‘SSID NO., ‘Frequency band’ and ‘Mode’. User can input any letter and number in the ‘SSID NO.’ .
‘Frequency Band’ is selected according to the on-the-spot environment, and usually we recommend
6 frequency band; Select the '54 Mbps(802.11g)". Select the ‘Enable Wireless Function’ and ‘Allow
SSID Broadcast’.

User can select ‘Enable Security Function’ according to the on-the-spot environment. You can select
the ‘Security Type’, ‘Security Option’, ‘Key Mode Option’ and ‘Key Content’. Please refer to the

introduction of the wireless router to get the detailed configuration. As shown:

TP-LINK'  1osmw U iiRiiaaced Range ™ and Super 11G™

Router Status Help

08
Wireless Router  Router Status
Model No.

The Status page displays the routers curent status and
TLWR641G [ TLWRE426 configuration. All information is read-only.

Firmware Version: 211.2 Build 060420 Rel 538970
+ Status

. Hardware Version: ~ WRG41G/642G 2 00000000

- Basic Settings -
+

LAN: The following is the information of LAN, as set on the Network >
LAN page.

LAN + MAC Address - The physical address of the router, as seen
* from the LAN

—Advanced Settings -— WAC Address:  00-14-T8-6A-DB-IC o IP Address - The LAN P address ofthe router

+ Subnet Mask - The subnet mask associated with LAN IP
IP Address:  192.168.10.1 address.

Subnet Mask: 255.255.265.0
Wireless: These are the current settings or information for Wireless,

as seton the Wireless -» Wireless Settings page.

+
+
+
.
.

— Maintenance — Wireless
+ Wireless Radio - Indicates whether the wireless radio feature

of the router is enabled or disabled
+ 55ID- 331D ofthe router,
+ Channel - The current channel in use.

+

Wireless Radio:

Hame ($SID):

Channel: [} + Mode - Indicates the current mode (108Mbps (Dynamic),
108Mbps (Static), 54Mbps (802.11a), 11Mbps (802.11b)). If
Mode:  54Mbps (802.11q) displayed 108Mbps (Dynamic), it is compatible with 54Mbps
. (802.11g) and 11Mbps (802.11b). If displayed S54Mbps
MICAKESS 0 [ (SR TE (8021g), tis compatvl vith 1Mbps (802.418).
IP Address: 192168101 + MAC Address - The physical address of the router, as seen
from the Wireless LAN

+ P Address - Wireless LAN [P address ofthe router.

WAN
WAN: The following parameters apply to the WAN (Intemnet) port of the

fouter. You can configure them on the Network -» WAN pace

<

WAL Addrass: 0-14-78-fA-NR-0N

Fig.3.5.1 Router wireless parameter configuration
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There are two network cards in the wireless IP camera: cable network card and wireless network

card. The default IP of the cable network card is 192.0.0.64 with 8000 as the default port, admin as

the administrator, and 12345 as the password. The wireless network card’s default IP is

192.168.1.64.

User should configure the parameters of the wireless network card through the cable network

interface. The way of visiting is the same as the chapter 3.2. Enter the menu as ‘Fig. 3.3.2 preview

page’ shows, then click the ‘Config’ option, enter the interface as following:

Remote Configuration k

— Server Configuration Infarmation

B Server configuration IQB Channel configuration] = COM configuration] L3 Alam configuration] g Use 4| ¥

Server name [W’IFI— Cycle record YES =

Device ID [ss Enable scaler off -

Channel number ]1— HDD number ID—

Alarm input nurmber |1— Alarm output number |1—

Server type '—_l

Serial number |D82ED 812PFA 002008011 BasR 2E00207 70 CL

Metwork, Configuration Information

NI type 10MA00M auta -] MAC address [oo403rbrsez

IP address 2.0 .1 .M Port [pooo

Subnet mask I_m Gateway a o a a

DHS host IP o.o0o. 0.0 Multicast IP o.o0. 0.0

Remote host [P o o 1] o Femote host port ID—

PPPoE off - PPPoE IP R

FPPPoE user I— PPPoE paszword l—‘

MAS host IP [0 . 0.0.0 NAS directory -

- Server Yersion Information

Firrmware: wersiorn W Hardware version W—

Encode version IW Fraont panel version [D—
Restore | Feboot | Save | Exit

Fig.3.5.2 Remote Configure parameter

In channel configuration, you can click WIFI configuration button to set WIFI parameter of wireless

camera. SSID should be same as the wireless router. If your wireless router has a security code,

please enable network key and type into the code.
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WIFI Configuration @

~WIF| Configuration [:k
551D NO. !HIKTEST
K.ey content 1123 ¥ Enable network key

Mate: 1. The SSID setting should be the same as 551D of wireless router or AP
2. The network, key refers to key[1] of wireless router

3 IFthe wirgless router is not working in security mode, then it is ok
necessary to enable network key.

Met Configuration

IP address sd 152168 1 .11 Physical addr il a6

mask address 255255285 0

Gie: 1P of WLAN and LAN should NOT be in the same netwark segment—
Corfim | Eait |

Fig.3.5.3 WIFI Configuration
3.6 Visit Network Camera in Internet

3.6.1 Visit network camera with static IP

When there is a static IP from an ISP, open some ports (such as 80 and 8000 ports) in the router.
Then a user can visit it through a web browser or client software via the internet. The steps for port
forwarding are different for each model of router. Please call the router manufacturer for assistance
with port forwarding or visit www.portforward.com.

Note: Refer to Appendix 2 to for a detailed explanation about Port Map.

Users can directly connect the network camera to the internet without using a router.

& B

E . StaticlP( Internet

IPC Router _ PC

Fig.3.6.1 Static IP through Router access IPC
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—

Static ]P,r'

ﬁ 4 Internet

Fig.3.6.2 Static IP access IPC directly

For the client software to view the camera, in the adding equipment column, select the normal

model, and fill in the IP info.

IP Video Survedlance

Switch Praview = Playback-  Configure

Fig.3.6.3 Selecting Normal Mode

3.6.2 Visit network camera with dynamic IP

,_\
ﬁ 4@4( Internet

1P Modem f\-—_‘“

Fig.3.6.4 Visit camera through PPPoE dail-up

Client Software

This camera supports the PPPoE auto dial-up function, connecting the camera to a Modem for
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dial-up access to an ADSL network to get a public IP address; First, through local network access to
the network camera, select “Configure”>"Right Click the Device”, Select “Remote Configuration”,
Select “PPPoE Settings” under “Network Paramters” fill in the PPPoE user name and password and
confirm the password. Please restart the network camera after completion of configuration. Then
the network camera can obtain a dynamic IP from an ISP operation business. However, the obtained
IP address is dynamically assigned via PPPoE, so the IP address always changes accompanied with

modem rebooting.

1P Video Survellance

Switch Preview=  Playback-  Configure

- = e
= —
= @ Hiwsion Deace Manegemeon
#3 Channol 11
L
¥

Sofwnre Conganton

Remote Parameters Configuration

™~

Faeording Fennes

[+ Enatis PRPOD g Y

oS |
Wt nume | aomin R Y ——
Paswom; [

Pastwontmsty [~
Hardwars Decods

¥ FRFO

Fazapdon Pani
Aczouns Manag:

o |

Fig.3.6.5 PPPoE configuration dialog box

It is inconvenient to view a network camera with a dynamic IP, therefore, users should register with
a dynamic DNS service provider. (Such as DynDns.com)

Domain name resolution contains normal domain name resolution and private domain name
resolution. First, we will introduce normal domain name resolution.

1. Normal Domain Name Resolution
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Domain Name
Resolution Server

Port Map (—’/— _\

ﬁ., 3 —® Internet
- Dynamic IP

Fig.3.6.6 Normal Domain Name Resolution

e

k‘\.,._ff"-ﬁ Client software

Apply a domain name from a domain name provider, then view the camera via the applied domain
name. If the camera connects to the internet via a router, users should port forward the router.
Please refer to Appendix 2.

Input domain names in the client software or IE to view the network cameras. Take the client

software configuration as an example.

IF Video Surveillance

=1 Preview Playbacke Configure
Rightchck b chooge the add sres,add strewm media, sdd device Group
- PN -
- & Hiketian Dea Managans
&7 Channal (11

=
-

Sofware Configuation

O.'
Fecording Fess

Al Link
T
Madify Device informatian

Uizer Managemend

DewoNamo | Himann | Recktersods ([T |

s Nami | | Usemama | aamin Y m
Paggword [T e ['oon L Hathware Cacote
Cramneig, | " Muttieast [0 o o o |

ONS Address |
Devce seflal | D52C0752MF-E0020000A090CWR0OI 126 TWC

Fig.3.6.7 Selecting Normal Domain Mode
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2. Private Domain Name Resolution

PC + IP Server + static IP

Port Map ‘
|
ﬁ __ @—( Internet m_:
Dynamic IP —a
IPC Client software

Device” s DNS point to IP Server

Fig.3.6.8 Private Domain Name Resolution
A PC with a static IP which is running the domain name resolution service is necessary.
When the network camera connects to the internet through PPPoE and obtains an IP address, it will
send its name and IP address to the resolution server. When the client software connects to the
network camera, it will connect to the resolution server and tell the resolution server the expected
camera’s name. And the server will find the camera from all the registered cameras and send its IP
address to the client software. Once the client software gets the IP address, it can connect the

network camera.

1P Video Survellance

Switch Preview=  Playback-  Configure

Dimics Hama | 1 imesion LICNET O Privole Domain [

T : »
o |

ONE Anares

Dirtes nanst

Fig.3.6.9 Selecting Private Domain Mode
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Appendix 1 SADP Introduction

1. Brief introduction

SADP (Search Active Devices Protocol), can automatically search IP cameras in LAN. User can modify the IP
address, subnet mask and port of the device without visiting IP address of the device. Additionally, password
of the super user in this device can be recovered as default.

SADP software needs to support sadp, so we should install WinPcap at first, which is placed in the directory of
SADP software.

2. Searching active devices online

After installing WinPcap, double click sadpdlg.exe. The software will start to search active devices in LAN, and
device type, IP address, Port number, Device Serial No., subnet mask, MAC address, the number of channels,
main control and encoding version and device initiating time are showed in the list, as follows:

ED—— 1I
I Device type I |IP addresz I Port number I Device Serial Mo. - Device Serial Mumber
001 SERIES 192.0.0.54 2000 D56104HCI00200707
002 SERIES 192.0.7.15 £000 D57104H01 20071224 |DE‘51E"“"CE'Dz'I'mBz“BECH1D
003 SERIES 192.0.7.51 £000 D57204H01 2007113 version
004 SERIES 192.0.3.58 £000 D5 6104HC-A0020070 IVEHSIDN
005 SERIES 192.0.2.57 £000 D5 7204H01 20070525
006 SERIES 192.0.7.202 £000 D52-DF1-613002007C subnet mask.
007 SERIES 192.0.4.95 £000 DSE10THFO02007072 | e ]
003 SERIES 192.01.179 £000 D52-DF1-613002007C
003 SERIES 5000 z P address
UT0 [ SEHIES U4HL [152 0 7
011 SERIES 5000 D56102HF-A0020071
012 SERIES 192.0.7.2 8000 D5 6804HC-40020070 device part
013 SERIES 192.0.1.89 8000 D56102HF002007101 S
014 SERIES 192.0.7.243 8000 D52-DF1-6130020071 |
015 SERIES 192.0.3.59 8000 DSE10THF-A0020070 MAC Address
016  SERIES 192.0.3.214 8000 DS52C0852F00200712
017 SERIES 192.0.3.211 8000 DS52C0852F0020070; |'3']'4U'3'3'35'd3'5'3
012 SERIES 192.0.0.54 8000 DS52C0852F00200712 lemse it i
019 SERIES 192.0.1.101 8000 DSE104HCO02007032 | (IS UTAEK (PESSE)
020 SERIES 152.0.6.220 4000 D57108H01 2007122¢ |
021 SERIES 152.0.7.200 4000 D56104HC1-5 000200
022 SERIES 152.0.3.57 4000 D56104HC002007 053 modif_l,Jl cancell save |
023 SERIES 152.0.3. 205 4000 D5 2CDE52F00200708
024 SERIES 152.0.7.1492 4000 D52-DF1-6130020071
025 SERIES 1592.0.7.135 £000 DSE10THFO02007111 [
026 SERIES 152.168.6.29 £000 D5 2C0A02PFO02007( R
027 SERIES 152.0.7.253 £000 MYECT402200705242 Ii oK |
025 SERIES 152.0.4.98 £000 D5 401 GHC022007121
029 SERIES 1592.0.7.155 a000 DS7104HI1 20071217 >

4| | 3

I E xit |

3. Modifying the information of active devices

Select the device that needs modification in the device list, then basic information of the device will be
demonstrated in the information column on the right. Click ‘modify’ button to activate IP address, subnet
mask, device port editing and password validating box, as follows:
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x|

I Port number I Device Seral Ma. ﬂ

I Device lype I IP* address
07 SERIES 192.0.3.57
018 SERIES 182.0.7.51
013 SERIES 152.01.179
020 SERIES 192.0.6.220
021  SERIES 192168.6.29
022 SERIES 192.0.7.243
023 SERIES 1920.7.155
024 SERIES 152.0.7.81
025 SERIES 159203214
026 SERIES 192.0.7.44
027 SERIES 192.0.7.192
028 SERIES 192.0.257
023 SERIES 192.0.0.64
031  SERIES 192.0.7.253
033 SERIES 192.0.7.244
034 SERIES 192.0.4.98
036 SERIES 1920358
037 SERIES 192.0.6.208
038 SERIES 192.0.7.45
043 SERIES 19202232
047 SERIES 152.0.6.252
050 SERIES 182.0.1.30
053 SERIES 192.0.7.32
060 SERIES 19207.2
061 SERIES 192.0.4.68
063 SERIES 192.0.0.64
0E5 SERIES 182.0.7.33
0OEE SERIES 152.0.0.64
DEiF" SERIES 192.0.1.9I9
A

8000
8000
2000
8000
8000
8000
8000
8000
8000
2000
8000
8000
8000
8000
8000
2000
8000
8000
8000
8000
8000
2000
8000
8000
8000
8000
8000
8000
2000

D5E104HC002007092
D57204H01200711 30
D52-DF1-613002007C
DS¥108HM 20071226
D5 2CD802PFO02007(
D5 2-DF1-6130020071
DS7104H01 20071217
D5 2CDan2PF002007"
D5 2C0852F 00200712
D52-DF1-E130020071
D5 2-DF1-6130020071
DS 7204H01 20070828
D5 2C0852F 00200712
WVECO402200708242
D5 2-DF1-6130020071
DSB01EHC022007121
DSE104HC-40020070
DSE104HC-40020070
DS7108HI0T 2007111:
D5 2C0852F 00200708
DSE00THCO02007121
D5 80024HL02200711
DSET10THFOO2007111
DS E804HC-40020070
DSB01EHF-50220071
DSB01EHF-50220071
DSE10THCO02007100
DSB00SHC-50220070
DSB0MEHF-S0220070 >
4

Device Serial Number

IDS2CD852FDD2DD?DS2WWF|:

WEISIon

|VEF|SIDN

subnet magk
|255.255.24e_ i

IP* address
|192. 0. 2 .23

device port
|snun

MALC Addrezs
IDD-4D-3f-bf-DB-Ed

rnodif_l,ll cancell SaVE I

-Resume default password-

|

Iupdate device,modify device successfully!

E it |

Input the new IP address, subnet mask, and port number, and click ‘save’ button. If a dialog pops up, showing
‘saved successfully’, that means you have modified the configuration information; if ‘saving failed’ dialog pops

up, click the ‘cancel’ button to quit it.

Recovering default password

You can reset the password of the super user as ‘12345’ in the case of a lost password.

Input certain validation code into the ‘Resume default password’ box, and click ‘OK’ to finish the

administrator’s password initiating.

Note: Password reset code can be obtained by the technicians from Hikvision after you provide the device

Serial NO.
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Appendix 2 Port Map

Note: The following setting is about TP-LINK router (TL-R410), which is maybe distinct from other router’s

setting.

1. Firstly, select the router’s WAN connection Type. As the following Fig. shows:

108M
Wireless Router \WAN

Modeal Mo
TL-WREM G / TL-WRE42G

. WAN Connection Type: PPPoE W
. ‘Dynamic IP |
. : Static IP
— Basic Settings — User Hame: PPPoE
N . 8021 + Dynamic IP
. Password: 802.1X + Static IP
+ WAN BigPond Cable
a L2TP

2. Set the “network parameter” of the router as the below figure. The setting includes subnet mask and gateway.

108M
Wireless Router LAN

Modeal Mo.:
TL-WRE41G [ TL-WRE42G

. MAC Address: 00-14-78-64A-DB-0C
. IP Address: 192 168.10.1
--- Basic Settings —

Subnet Mask: 268 255 258 0 w

+ LAN

* Save

3. Set the port map in the virtual severs of Forwarding. By default, camera uses port 80, 8000, 554 and 8200. You

can change these ports value with IE or client software.

The following figure gives the illustration. One camera’s ports are 80, 8000, 554, 8200 and its IP address is

192.168.1.23. The other camera’s ports are 81, 8001, 555, 8201 and IP is 192.168.1.24. Afterwards, enable all or

TCP protocols. Enable the port map after pressing the ‘Save’.
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108M
Wireless Router Virtual Servers

Model No.:
TL-WRE41G / TL-WRG42G

. 1D Service Port IP Address Protocol Enable
o 1 80 192 168.10/ 23 ALL w
- Basic Settings —
+ 2 2000 192.168.10/ 23 ALL v
+
3 554 192.168.10/ 23 ALL v
— Advanced Settings —
o 4 200 192 168.10/ 23 ALL ~
- 5 192 168.10. v
+ Virtual Servers Bl e ALL ~
G 2001 192 168.10/ 24 ALL A
7 555 192 16810/ 24 ALL v
8 5201 19216810 24 ALL v
- Maintenance - Common Service Port: DMNS(53) v Copyto |ID |1 v
+
[ mMNext || Clearan || save |

As the above mentioned setting, we map the router’s port 80, 8000, 554, 8200 to the network camera
192.168.1.23; and port 81, 8001, 555, 8201 to the network camera 192.168.1.24. In this way, user can visit the

192.168.1.23 through visiting the router’s port 80, 8000, 554 and 8200.

Note: The port of the network camera cannot conflict with other ports. For example, some router’s web
management port is 80. User can amend the router’s or the camera’s port to solve this problem.
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Appendix 3 Pin Definition

(1)UTP between the network port of camera and HUB (Direct Cable)

1 (white—orange) -

(Orange)

(white—green)

2

3

4 (blue)

5 (white—blue)
6

7

8

(green)

(white-brown)

(brown)

white—orange) 1

Orange)

white—green)

blue)

green)

white-brovm)

(

( 2
( 3
( 4
(white-blue) 5
( 6
( 7
( 8

browm)

(2)UTP between the network port of camera and PC (Cross Cable):

—

(white—orange)
2 (orange)

3 (white-green)
4 (blue)

5 (white-blue)
6 (green)

7 (white—brown)

8 (brown)

\\/

B
e
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Appendix 4 Product Specification

DS-2CD802/812/892/PF(NF)(-E)(-W)

Specification
Paramet Model | DS-2CD802PF (NF) (-E) (-W) DS-2CD812PF (NF) (-E) (-W) DS-2CD892PF (NF) (-E) (-W)
Camera

Image Sensor

1/3 inch SONY Super HAD CCD

PAL: 500 (H) x 582 (V) PAL: 752 (H) x 582 (V) PAL: 752 (H) x 582 (V)
Effective Pixels
NTSC: 510 (H) x 492 (V) NTSC: 768 (H) x 494 (V) NTSC: 768 (H) x 494 (V)
Lens Mount C/ CS mount
Signal System PAL / NTSC
Electronic shutter 1/50 (1/60)s ~ 1/100,000s
Min. lllumination 0.1Lux @ F1.2
Day & Night Electronic
Auto Iris Lens DC/ Video
Lens Option
S/N Ratio More than 48dB

Video Output

420 TVL, 1Vpp Composite Output 480TVL, 1Vpp Composite Output
(75Q/ BNC) (75Q/ BNC)

540TVL, 1Vpp Composite Output
(75Q/ BNC)

Compression Standard

Video Compression

H.264 or MPEG-4

Video Output

32 K~ 2M, adjustable (8Mbps maximum)

Audio Compression

OggVorbis

Image

Image Resolution

PAL: 704 x 576, 528 x 384, 704 x 288, 352 x 288, 176 x 144
NTSC: 704 x 480, 528 x 320, 704 x 240, 352 x 240, 176 x 120

Frame Rate 25 fps (704 x 576), 30fps (704 x 480)
Function
Motion Detect Support
Dual Stream Support
SD Card Local
Support
Recording
Heartbeat Support
Password Protect Support

Protocols

TCP /IP, HTTP, DHCP, DNS, RTP / RTCP, PPPoE (FTP, SMTP, NTP, SNMP addible) ;

(-W) series support IEEE802.11g Wireless, 2.4GHz Frequency.
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Interface

Audio Input

1 channel 3.5mm audio interface (2.0 ~ 2.4Vp-p, 1kQ)

Audio Output

1 channel 3.5mm audio interface (line level, 600Q)

Communication

1 RJ45 10M/100M self-adaptive Ethernet port and one RS-485 interface

Alarm Input

1 channel signal input

Alarm Output

1 channel relay output

Others
Working . i
-10C ~60°C
Temperature
Power Supply 12VDC, £10%, (-E) series support PoE (Power over Ethernet)

Power Consumption

4W MAX

Dimensions (mm)

63 x 59 x 114 (2.5” x 2.34” x 4.5")

Weight

650g (1.21Ibs)

Dimension

534

ii4

580

|
P

450
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Specification

DS-2CD832F(-E)

Parameter Model

DS-2CD832F (-E) (-W)

Camera

Image Sensor

1/4 inch CMOS

Effective Pixels

640 (H) x 480 (V)

Lens Mount C/ CS mount
Lens Option

Auto Iris Lens -

Min. lllumination 0.4Lux @ F1.2
Day & Night Electronic

Compression Standard

Video Compression

H.264 or MPEG-4

Video Output

32 K~ 2M, adjustable (8Mbps maximum)

Audio Compression

OggVorbis

Image

Image Resolution

704 x 576, 640 x 480, 528 x 384, 704 x 288, 352 x 288, 176 x 144

Frame Rate 25fps (704 x 576), 30fps (704 x 480)
Functions

Motion Detect Support

Dual Stream Support

Heartbeat Support

SD Card Local Recording Support

Password Protect Support

Protocols TCP / IP, HTTP, DHCP, DNS, RTP / RTCP, PPPoE (FTP, SMTP, NTP, SNMP addible);
Interface
Audio Input 1 channel 3.5mm audio interface (2.0~2.4Vp-p, 1kQ)

Audio Output

1 channel 3.5mm audio interface (Line level, 600Q)

Communication

1 RJ45 10M / 100M self-adapted Ethernet port and, 1 RS-485 interface

Alarm Input

1 channel signal input (0~12VDC)

Alarm Output

1 channel signal relay output

Others

Working Temperature

-10C ~60°C

Power Supply

12VDC, +10%, (-E) series support PoE (Power over Ethernet)

Power Consumption

3W MAX

Dimensions (mm)

63 x 59 x 116 (2.5” x 2.34” x 4.51”)
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| Weight ‘ 650g (1.211bs) ‘
Dimension
B30 116
17 = 7
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Specification

DS-2CD802/812/892P(N)-IR1(IR3)(IR5)

Para er

Model

DS-2CD802P (N)-IR1 (IR3)(IRS)

DS-2CD812P (N)-IR1 (IR3)(IR5)

DS-2CD892 P(N)-IR1 (IR3)(IR5)

Camera

Image Sensor

1/3 inch SONY Super HAD CCD

Effective Pixels

PAL:500(H) x 582 (V)
NTSC:510 (H) x 492 (V)

PAL:752 (H) x 582 (V)
NTSC:768 (H) x 494 (V)

PAL:752 (H) x 582 (V)
NTSC:768 (H) x 494 (V)

Lens Mount

M12x0.5

Signal System

PAL / NTSC

Electronic Shutter

1/50 (1/60)S ~ 1/50~1/100,000S

Min. lllumination

0.1Lux @ F1.2 (0 Lux With IR)

“-IR1” series: 6mm (2.8mm, 3.6mm option)

Lens “-IR3” series: 12mm (3.6mm, 6mm, 8mm,16mm option)
“-IR5” series: 16mm (3.6mm, 6mm, 8mm,12mm option)
S/N Ratio More than 48dB

Video Output

420 TVL,1Vpp Composite Output
(75Q/BNC)

480TVL, 1Vpp Composite Output
(75Q/BNC)

540TVL,1Vpp Composite Output
(75Q/BNC)

Compression Standard

Video Compression

H.264 or MPEG-4

Video Output

32 K~ 2M, adjustable (8Mbps maxim

um)

Audio Compression

OggVorbis

Image

Image Resolution

PAL: 704 x 576, 528 x 384, 704 x 288,

352 x 288,176 x 144

NTSC: 704 x 480, 528 x 320, 704 x 240, 352 x 240, 176 x 120

Frame Rate 25 fps (704 x 576), 30fps (704 x 480)
Function

Motion Detect Support

Dual Stream Support

Heartbeat Support

Password Protect Support

Protocols

TCP / IPHTTP,DHCP,DNS,RTP / RTCP, PPPoE (FTP,SMTP,NTP,SNMP addible)

Infrared Distance

“-IR1” series: approx 10 to 20 meters
“-IR3” series: approx 30 to 40 meters

“-IR5” series: approx 50 to 60 meters

’

Interface

Audio Input

1 channel (2.0 ~ 2.4Vp-p, 1kQ)

Audio Output

1 channel (Line level, 600Q)
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Communication

1 RJ45 10M / 100M self-adapted Ethernet port and one RS-485 interface

Alarm Input

1 channel signal input

Alarm Output

1 channel relay output

Others
Working . .
-10C ~60°C
Temperature
Water and  Dust
IP66
Resistance
Power Supply 12VDC, +10%

Power Consumption

“-IR1” series: 5.5W MAX
“-IR3” series: 7W MAX
“-IR5” series: 9W MAX

Dimensions(mm)

86.5 x 83 x 228 (3.43” x 3.29” x 9.04")

Weight 1400g (3.04lbs)
Dimension
228
BE.3 203
S
gl -F F
|. I
? 7
———~
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Specification

DS-2CD702/712/792PF (NF)(-E)

Parameter Model

DS-2CD702PF (NF) -E DS-2CD712P F(NF) -E DS-2CD792PF (NF) -E

Camera

Image Sensor

1/3 inch SONY Super HAD CCD

Effective Pixels

PAL:500 (H) x 582 (V)
NTSC:510 (H) x 492 (V)

PAL:752 (H) x 582 (V)
NTSC:768 (H) x 494 (V)

PAL:752 (H) x 582 (V)
NTSC:768 (H) x 494 (V)

Lens 3.5~9mm @ F1.2 / ®14 / Fixed Iris lens
Signal System PAL / NTSC

Electronic Shutter 1/50 (1/60)s to 1/100,000s

Min. lllumination 0.1Lux @ F1.2

Day & Night Electronic

S/N Ratio More than 48dB

Video Output

Video Compression

540TVL, 1Vp-p
420 TVL, 1Vp-p Composite

Outpu t (75Q/BNC)

480 TVL, 1Vp-p Composite
Output (75Q/BNC)

Composite Output
(75Q/BNC)

H.264 or MPEG-4

Video Output

32 K~ 2M, adjustable (8Mbps,maximum)

Audio Compression

Image Resolution

OggVorbis

PAL: 704 x 576, 528 x 384, 704 x 288, 352 x 288, 176 x 144
NTSC: 704 x 480, 528 x 320, 704 x 240, 352 x 240, 176 x 120

Frame Rate

25fp (704 x 576), 30fps (704 x 480)

Motion Detect Support
Dual Stream Support
SD Card Local Recording Support
Heartbeat Support
Password Protect Support

Protocols

TCP / IP, HTTP, DHCP, DNS, RTP / RTCP, PPPoE (FTP,SMTP,NTP,SNMP addible)

Adjustment Range

Audio Input

355° Pan
90° Tilt

1channel (2.0 ~ 2.4Vp-p, 1kQ)

Audio Output

1 channel (Line level, 600Q)
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Communication 1 RJ45 10M / 100M self-adapted Ethernet port and 1 RS-485 interface
Alarm Input 1 channel signal input
Alarm Output 1 channel relay output
Working Temperature -10°C ~60C
Power Supply 12VDC, +10%, (-E) series support PoE (Power over Ethernet)
Power Consumption 4W MAX
Dimensions (mm) $145 x 132.8 ($5.75” x 5.26”)
Weight 900g (1.98lbs)
Dimension
| 145
& i i ‘ ] -
I |
| 0
| | | |
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I | IlII |
.I 5 III|I
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= |
/
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.'. /
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e ___f" ‘I' S, : e
—— . | -
.l " 108 =
Unit: (mm) — =
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Specification

DS-2CD732F(-E)

Parameter

Model

DS-2CD732F-E

Camera

Image Sensor

1/4 inch CMOS

Effective Pixels

640 (H) x 480 (V)

Lens

3.5-8mm @ F1.6 / M12 / manual Iris lens

Min. lllumination

0.4Lux @ F1.2

Video Output

1.0Vp-p Composite Output (75Q/BNC)

Day&Night

Electronic

Compression Standard

Video Compression

H.264 or MPEG-4

Video Output

32 K~ 2M, adjustable (8Mbps maximum)

Audio Compression

OggVorbis

Image

Image Resolution

704 x 576, 640 x 480, 528 x 384, 704 x 288, 352 x 288, 176 x 144

Frame Rate 25fps (704 x 576)
Functions

Motion Detect Support

Dual Stream Support

SD Card Local Recording Support
Heartbeat Support
Password Protect Support

Protocols TCP /IP, HTTP, DHCP, DNS, RTP / RTCP, PPPoE (FTP, SMTP, NTP, SNMP addible).
Interface
Audio Input 1 channel (2.0 ~ 2.4Vp-p,1kQ)

Audio Output

1 channel (Line level, 600Q)

Communication

1 RJ45 10M / 100M self-adaptive Ethernet port and 1 RS-485 interface

Alarm Input

1 channel signal input

Alarm Output

1 channel signal relay output

Others

Working Temperature

-10C ~60°C

Power Supply

12VDC, +10%, (-E) series support PoE (Power over Ethernet)

Power Consumption

3W MAX

Dimensions (mm)

$145 x 132.8 (¢5.75” x 5.26”)

Weight

900g (1.98Ibs)
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Dimension

© 145

L

132.8

Unit: (mm) —
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First Choice for Security Professionals
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